
情報セキュリティ基本方針 

 

株式会社 JRF Global Capital Investments（以下「当社」といいます）

は、金融商品取引業及び貸金業に従事する企業です。  

 

当社では、保有する重要な資産情報及び、事業活動を通じて取扱う機密

情報や個人情報（以下「情報資産」といいます）について、適切に保護す

る事を社会的責任と考え、情報セキュリティ基本方針を定め、全従業員に

周知徹底するとともに、これを実行しかつ維持致します。  

 

1. 行動指針  

情報資産の機密性、完全性、可用性を確実に保護するために組織的、技

術的に適切な対策を講じ、変化する情報技術や新たな脅威に対応しま

す。  

全社員に情報セキュリティ教育の実施と方針の周知徹底をはかり、意識

の高揚・維持に務めます。マネジメントシステム及び、情報セキュリテ

ィに関する目的を設定し、定期的にレビューし、継続的に改善を実施

し、維持します。  

 

2. 情報セキュリティ管理体制  

当社は、全社的に情報資産及び情報セキュリティに関するあらゆるリス

クに対応するために組織的かつ継続的な管理体制を整備し、これを運用

及び維持します。  

 

3. 情報セキュリティ管理規定の制定  

当社は、情報セキュリティに関する規定を定め、社内に明示するととも

に、その内容を定期的に見直します。  

 

 

4. 法令・規範の遵守  

当社は、情報セキュリティに関する法令及び国が定める指針その他の規

範を遵守します。  

 

5. 情報資産の保護  

当社は、お客様から預かりしたすべての情報資産及び当社が保有する情

報資産の不正アクセス、紛失、漏えい、破壊、改ざん等のすべての脅威

から保護するためにリスク評価に基づき適切な対策及び運用を徹底しま

Basic Policy on Information Security 

 

JRF Global Capital Investments Co., Ltd. ("the Company") is engaged in financial 

instruments trading and money lending businesses. 

 

We recognize it as our social responsibility to appropriately protect the critical information 

assets we hold, as well as the confidential and personal information handled through our 

business activities ("information assets"). To this end, we have established this Basic Policy 

on Information Security, which we will thoroughly communicate to all employees, 

implement effectively, and maintain. 

 

1. Action Guidelines  

We will take appropriate organizational and technical measures to ensure the 

confidentiality, integrity, and availability of information assets, while adapting to evolving 

information technologies and emerging threats. 

We will provide all employees with information security education, ensuring full 

awareness of the policy to raise and maintain their understanding. Furthermore, we will 

set goals for our management systems and information security initiatives, regularly 

review them, and continuously improve and maintain their effectiveness.  

 

2. Information Security Management System 

We will establish, operate, and maintain an organized and continuous management 

system to address all risks related to information assets and information security across 

the entire company. 

 

3. Establishment of information security management rules 

We will create clear rules regarding information security, ensure they are well 

communicated within the company, and regularly review and update their content as 

needed. 

 

4. Compliance with laws and norms 

We will comply with all applicable laws, government-issued guidelines, and other 

relevant norms concerning information security. 

 

5. Protection of information assets 

We will implement and rigorously enforce appropriate measures based on risk 

assessments to protect all information assets, whether entrusted to us by customers or 



す。万一、情報セキュリティ上の問題が発生した場合には、原因を究明

し、対策を迅速に実施し、被害を最小限にとどめるとともに、再発防止

策を講じます。  

 

6. 教育・訓練の実施  

当社は、すべての役員、従業員に対し、情報セキュリティの重要性を認

識させ情報資産の適切な取り扱いを徹底させるための教育・訓練を継続

的に実施します。  

 

7. 継続的改善  

当社は、本方針が適切に遵守されていることを継続的に見直し、運用の

改善に務めます。  

 

制定日 2024 年 11 月 30 日 

 

owned by the Company, from threats such as unauthorized access, loss, leakage, 

destruction, or tampering. 

  In the event of an information security incident, we will promptly investigate the cause, 

take swift action to minimize any damage, and implement measures to prevent recurrence. 

 

6. Education and training 

We will continuously provide education and training to all executives and employees to 

ensure they understand the importance of information security and handle information 

assets appropriately. 

 

7. Continuous improvement 

We will regularly review compliance with this policy and strive for continuous 

improvement in its implementation and operations. 

 

Date of enactment: November 30, 2024 

 


