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Basic Policy on Information Security

JRF Global Capital Investments Co., Ltd. ("the Company") is engaged in financial
instruments trading and money lending businesses.

We recognize it as our social responsibility to appropriately protect the critical information
assets we hold, as well as the confidential and personal information handled through our
business activities ("information assets"). To this end, we have established this Basic Policy
on Information Security, which we will thoroughly communicate to all employees,
implement effectively, and maintain.

1. Action Guidelines

We will take appropriate organizational and technical measures to ensure the
confidentiality, integrity, and availability of information assets, while adapting to evolving
information technologies and emerging threats.

We will provide all employees with information security education, ensuring full
awareness of the policy to raise and maintain their understanding. Furthermore, we will
set goals for our management systems and information security initiatives, regularly
review them, and continuously improve and maintain their effectiveness.

2. Information Security Management System
We will establish, operate, and maintain an organized and continuous management
system to address all risks related to information assets and information security across
the entire company.

3. Establishment of information security management rules
We will create clear rules regarding information security, ensure they are well
communicated within the company, and regularly review and update their content as
needed.

4. Compliance with laws and norms
We will comply with all applicable laws, government-issued guidelines, and other
relevant norms concerning information security.

5. Protection of information assets
We will implement and rigorously enforce appropriate measures based on risk
assessments to protect all information assets, whether entrusted to us by customers or




T A Mt x=2V 7 4 LORERREAE LZSEITIE. RIREZ7EH
L. MRzl FE i L, HE2R/NRICE £ & e bic, FREMIE
RE#LET,

6. HH - koo E S
L, TAATORA, WRBICHL, HHtx=aU 7 1 OHEEMEZR
i S G PE OB Y) 2 ) PN RIE S T L7120 DEE - Fli 2 ik
HNZ M L £ 9

7. MkpeHckE
WX, AGFEEUNCESE SALTWA 2 & A MEEE I L L, Sl O
WEIIHEDET,

HER 2024 4£ 11 H 30 H

owned by the Company, from threats such as unauthorized access, loss, leakage,
destruction, or tampering.

In the event of an information security incident, we will promptly investigate the cause,
take swift action to minimize any damage, and implement measures to prevent recurrence.

6. Education and training
We will continuously provide education and training to all executives and employees to
ensure they understand the importance of information security and handle information
assets appropriately.

7. Continuous improvement
We will regularly review compliance with this policy and strive for continuous

improvement in its implementation and operations.

Date of enactment: November 30, 2024




